
THIS SITE IS INTENDED FOR REPORTING FRAUD, WASTE, AND ABUSE COMPLAINTS

INVOLVING UNCLASSIFIED INFORMATION

DEFENSE HOTLINE COMPLAINT FORM

Defense Hotline
The Pentagon

Washington, DC 20301-1900

FWA Hotline:  (800) 424-9098

SWA Hotline:  (877) 363-3348
Facsimile:  (703) 604-8567 

YOUR COMPLAINT HAS BEEN SENT

Thank you. Your submission was sent at 06/27/2013 07:02 AM . Please print this page for your records.

DATA REQUIRED BY THE PRIVACY ACT OF 1974

PURPOSE:  To secure sufficient information to inquire into matters presented and to provide appropriate responses, referrals, or inquiries, where deemed appropriate.

ROUTINE USES:  Information is used for official purposes within the Department of Defense; to answer complaints or respond to requests for assistance, advice, or information; by Members of 
Congress and other Government agencies when determined by the Inspector General to be in the best interest of the DoD.  Department of Defense blanket routine uses also apply.

AUTHORITY  (a) Inspector General Act of 1978, As Amended; (b) Title 5, U.S.C. §§ 2301 and 2302; (c) DoD Directive 5106.01; (d) DoD Instruction 7050.01; (e) DoD Directive 1401.03; (f) DoD 
Directive 7050.06.

PART I - YOUR INFORMATION

You must provide our office with your disclosure election.  Your selection of one of the three filing options below implies you have reviewed the provided 
information and understand the choice you are making.  If you have any questions concerning this, you may phone the Defense Hotline at 1-800-424-9098.  
Please keep in mind that your decision to elect anonymity may limit our ability to conduct an inquiry, if one is warranted, or to appropriately address your issue.  
In the event our office needs to contact you for additional information or clarification, please provide an e-mail or physical address and/or telephone number 
where you feel comfortable in accepting our contact.  Your complaint cannot be processed without your election below.

ANONYMOUS (If you elect this status, do NOT provide your name or other personal identifier)

X CONSENT TO DISCLOSURE (I consent to the disclosure of my identity outside the Defense Hotline on a need-to-know basis)

NON-CONSENT TO DISCLOSURE (I do not consent to the dislosure of my identity outside the Defense Hotline)

I understand that if the Director, Defense Hotline determines the allegation(s) in my complaint cannot be investigated without disclosing my identity 
on a need-to-know-basis to organizations outside the Defense Hotline, my lack of consent may prevent further action from being taken on my 
complaint.  I further understand that even if I elect confidential status, my identity may be disclosed, if required by applicable legal authority, or the 
Director, Defense Hotline, determines that such disclosure is otherwise unavoidable.

First Name: Todd 

Last Name: Giffen

Employee Status: Non Fed Gvmt

Assigned DoD Branch: N/A   

Other Agency or Office: n/a (If not a DoD employee, state where you work)

Component/Office: n/a

Job Title/Series/Grade: n/a

Mailing Address: 405 W Centennial BLVD

City and State: Springfield, OR

Zip/Postal Code: 97477

E-mail Address: case@oregonstatehospital.net

Home Telephone: 541-321-0010            Best contact time:  Afternoon 

Work Telephone: Area code + phone number            Best contact time:  Select One 

Mobile Telephone: Area code + phone number            Best contact time:  Select One 

X YES, I AM WILLING TO BE INTERVIEWED NO, I DO NOT WANT TO BE CONTACTED
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PART II - ALLEGATION DETAILS

Use this section to provide details of your allegation(s).  Please clearly state the subject of your complaint, (applicable DoD office or component, personnel, 
and/or program affected), and provide names, dates, times, and locations in the applicable fields.  Also state how you became aware of the problem, efforts 
made thus far to correct the problem, and let us know what other offices you have contacted for assistance, and if you have outstanding complaints with those 
offices. If you have supporting documentation or chronologies, it would be helpful to enclose those documents along with your complaint filing. You will be 

given an opportunity to upload documents for submittal at the end of this form. If you wish to file a reprisal complaint, do not use this form. For reprisal 

complaints, please visit the DoD Hotline website at: http://www.dodig.mil/hotline, and visit the 'Reprisal Complaints' page for more information. 

WHAT IS YOUR COMPLAINT ABOUT?

Select an allegation category: Other (Specify Below)   

If you selected "Other" please specify: misuse of government resources, crime, torture, and secret rape of citizens.   

SUBJECT(S) - WHO COMMITTED THE ALLEGED WRONGDOING?  WHAT DOD PROGRAM OR OFFICE IS INVOLVED?

Subject's Status MilitaryActiveDuty

Subject's Rank/Title/Grade General

Subject's First Name: Michael 

Subject's Last Name: Hayden

DoD Component or Program: Special Access Programs   (Spell out acronyms)

DoD Organization or Office Affected: Entire system   (Spell out acronyms)

Subject's Status Select One

Subject's Rank/Title/Grade

Subject's First Name:

Subject's Last Name:

DoD Component or Program: (Spell out acronyms)

DoD Organization or Office Affected: (Spell out acronyms)

Subject's Status Select One

Subject's Rank/Title/Grade

Subject's First Name:

Subject's Last Name:

DoD Component/Program: (Spell out acronyms)

DoD Organization or Office Affected: (Spell out acronyms)

ALLEGATION DETAILS  (WHAT, WHEN, HOW, AND WHY):
Provide a summary of your complaint, to include an event chronology, if appropriate

1. WHAT DID THE SUBJECT(S) DO OR FAIL TO DO THAT WAS WRONG? General Hayden participated in unauthorized 

warrantless wiring taping, development of energy weapons, psychotronic weapons, and remote mind control and torture devices. 

He participated in the use and deployment of these systems. Below is an exert from a newspaper article, which discusses some 

details about the systems General Hayden was working on. NSA Whistleblower Russell Tice apparently disclosed some of these 

abuses in 2006. These abuses were never delt with by the DoD or US government, and these systems: Remote Neural Monitoring, 

Electronic Brain Link, and Remote Brain/Nerve/Body Stimulation by use of microwave and other directed energy weapons 

systems were deployed and are in continued use. I am a target of these systems, and I am living in an electromagnetic field, 

apparently as a consequence of General Hayden's programs. This is a product of the US DoD/NSA, and US DOJ/CIA. Police and 

government agencies apparently now have access to this system nationally, and there are many reported victims of attacks with it. 

There is an article on the Washington Post called Mind Games which details abuse of thousands of Americans with remote energy 

weapon and torture technologies. The US DOJ in my case, along with the CIA; had access to these systems during an 

investigation into the constituation rights violations occurring at the Oregon State Hospital; I was caught up in a scandal where the 

state lacked liability insurance, and spying with this weapon occurred. I tried to get help and expose it, staff were caught on 

security footage discussing the technology that was being used from outside of the building. they can see and hear through the 

walls, all staff were linked up with Electronic Brain Link, which facilated mind to mind communication and spying. They tried to 

murder me in August 2008, using microwaves which flooded my body. I nearly died. Now I have been getting raped and abused, 

followed by the CIA on the streets, it is a nationwide program.. maybe FBI, CIA, other agencies involved. DoD system at it's core. 

I don't know if the people I saw following me were military or undercover or off duty CIA/military agents. They follow me 
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everywhere, I an in an unlawful prison, and they're keeping me sick with this weapon. The longer I am exposed the worse it gets. 

2. WHAT RULE, REGULATION, OR LAW DO YOU BELIEVE TO HAVE BEEN VIOLATED? US constitution, many 

sections. Torture Victims Act. 3. IF ALLEGING CONTRACTOR FRAUD, PROVIDE THE NAME OF THE PRIMARY 

CONTRACTOR, SUBCONTRACTOR, TYPE OF CONTRACT, CONTRACT NUMBERS, DATE OF CONTRACT AWARD, 

AND NAME(S) OF AGENCY OFFICIAL(S), IF KNOWN. 4. WHEN DID THE INCIDENT OCCUR? WHEN WERE YOU 

MADE AWARE OF THE PROBLEM? 6/2007-6/2013-ongoing, murder attempt August 2008. continued rape and abuse for 5 

years after. literal rape, using microwaves to stimulate my genitals through the walls, making me see and feel women inside of 

me, heat and other stimulations, forcing ejaculation. 2D screens, images, remote nerve manipulation. 5. WHERE DID THE 

INCIDENT TAKE PLACE? all over Oregon. link to my website with more details. http://www.oregonstatehospital.net/ link to 

PDF sent to US DOJ OIG with info on my abuse: http://www.oregonstatehospital.net/d/mass-fbi-media-support-email-6-21-

2013.pdf The NSA article below in a PDF: http://www.oregonstatehospital.net/d/nsa.pdf Is the NSA Conducting Electronic 

Warfare On Americans? Jonas Holmes May 19, 2006 CHRONICLE ARTICLE Russ Tice, former NSA intelligence officer and 

current Whistleblower, was to testify before the Senate Armed Services Committee this week. Apparently the testimony, Mr. Tice 

wanted to give, makes General HaydenDs phone surveillance program look like very small potatoes. Mr. TiceDs testimony is 

expected to reveal further illegal activity overseen by General Michael Hayden which even loyal and patriotic NSA employees 

view as unlawful. I think the people I talk to next week are going to be shocked when I tell them what I have to tell them. ITDS 

PRETTY HARD TO BELIEVE, Tice said. I hope that theyDll clean up the abuses and have some oversight into these programs, 

which doesnDt exist right now. According to Mr. Tice, what has been disclosed so far is only the tip of the iceberg. What in the 

world could Russ Tice be talking about! To figure it out let us take a look at Russ TiceDs work at the NSA. According to the 

Washington Times and numerous other sources, Mr. Tice worked on special access programs related to electronic intelligence 

gathering while working for the NSA and DIA, where he took part in space systems communications, non-communications 

signals, electronic warfare, satellite control, telemetry, sensors, and special capability systems. Special Access Programs or SAPs 

refer to Black Budgets or Black Operations. Black means that they are covert and hidden from everyone except the participants. 

Feasibly there would be no arena with a greater potential for abuse and misuse than Special Access Programs. Even now Congress 

and the Justice Department are being denied the ability to investigate these programs because they donDt have clearance. To put it 

in CNNDs Jack CaffertyDs words a top secret government agency, the NSA, the largest of its kind in the world, is denying 

oversight or investigation by the American people because investigators lack clearance. To add a layer of irony to the Black Ops 

cake this travesty is occurring in America, the supposed bastion of Freedom and Democracy, which we are currently trying to 

export to Iraq. It just gets scarier. The Black Ops that Mr. Tice was involved in related to electronic intelligence gathering via 

space systems communications, non-communications signals, electronic warfare, satellite control, telemetry, sensors, and special 

capability systems. For greater insight as to the impact of these programs readers should review decades old FOIA authenticated 

programs such as MKULTRA, BLUEBIRD, COINTELPRO and ARTICHOKE. Radar based Telemetry involves the ability to 

see through walls without thermal imaging. Electronic Warfare is even scarier if we take a look at the science. NSA Signals 

Intelligence Use of EMF Brain Stimulation. NSA Signals Intelligence uses EMF Brain Stimulation for Remote Neural Monitoring 

(RNM) and Electronic Brain Link (EBL). EMF Brain Stimulation has been in development since the MKUltra program of the 

early 1950's, which included neurological research into "radiation" (non-ionizing EMF) and bioelectric research and development. 

The resulting secret technology is categorized at the National Security Archives as "Radiation Intelligence," defined as 

"information from unintentionally emanated electromagnetic waves in the environment, not including radioactivity or nuclear 

detonation." Signals Intelligence implemented and kept this technology secret in the same manner as other electronic warfare 

programs of the U.S. government. The NSA monitors available information about this technology and withholds scientific 

research from the public. There are also international intelligence agency agreements to keep this technology secret. The NSA has 

proprietary electronic equipment that analyzes electrical activity in humans from a distance. NSA computer-generated brain 

mapping can continuously monitor all the electrical activity in the brain continuously. The NSA records and decodes individual 

brain maps (of hundreds of thousands of persons) for national security purposes. EMF Brain Stimulation is also secretly used by 

the military for Brain-to-computer link. (In military fighter aircraft, for example.) For electronic surveillance purposes electrical 

activity in the speech center of the brain can be translated into the subject's verbal thoughts. RNM can send encoded signals to the 

brain's auditory cortex thus allowing audio communication direct to the brain (bypassing the ears). NSA operatives can use this to 

covertly debilitate subjects by simulating auditory hallucinations characteristic of paranoid schizophrenia. Without any contact 

with the subject, Remote Neural Monitoring can map out electrical activity from the visual cortex of a subject's brain and show 

images from the subject's brain on a video monitor. NSA operatives see what the surveillance subject's eyes are seeing. Visual 

memory can also be seen. RNM can send images direct to the visual cortex. bypassing the eyes and optic nerves. NSA operatives 

can use this to surreptitiously put images in a surveillance subject's brain while they are in R.E.M. sleep for brain-programming 

purposes. Individual citizens occasionally targeted for surveillance by independently operating NSA personnel NSA personnel 

can control the lives of hundreds of thousands of individuals in the U.S. by using the NSA's domestic intelligence network and 

cover businesses. The operations independently run by them can sometimes go beyond the bounds of law. Long-term control and 

SABOTAGE OF TENS OF THOUSANDS OF UNWITTING CITIZENS by NSA operatives is likely to happen. NSA Domint 

has the ability to covertly assassinate U.S. citizens or run covert psychological control operations to cause subjects to be 

diagnosed with ill mental health. National Security Agency Signals Intelligence Electronic Brain Link Technology NSA SigInt 

can remotely detect, identify and monitor a person's bioelectric fields. The NSA's Signals Intelligence has the proprietary ability 

to remotely and non-invasively monitor information in the human brain by digitally decoding the evoked potentials in the 30-50 

hz,.5 milliwatt electro-magnetic emissions from the brain. Neuronal activity in the brain creates a shifting electrical pattern that 

has a shifting magnetic flux. This magnetic flux puts out a constant 30-50 hz, .5 milliwatt electromagnetic (EMF) wave. 

Contained in the electromagnetic emission from the brain are spikes and patterns called "evoked potentials." Every thought, 

reaction, motor command, auditory event, and visual image in the brain has a corresponding "evoked potential" or set of "evoked 

potentials." The EMF emission from the brain can be decoded into the current thoughts, images and sounds in the subject's brain. 

NSA SigInt uses EMF-transmitted Brain Stimulation as a communications system to transmit information (as well as nervous 

system messages) to intelligence agents and also to transmit to the brains of covert operations subjects (on a non-perceptible 

level). EMF Brain Stimulation works by sending a complexly coded and pulsed electromagnetic signal to trigger evoked 

potentials (events) in the brain, thereby forming sound and visual images in the brain's neural circuits. EMF Brain Stimulation can 

also change a person's brain-states and affect motor control. Two-way Electronic Brain-Link is done by remotely monitoring 
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neural audio-visual information while transmitting sound to the auditory cortex (bypassing the ears) and transmitting faint images 

to the visual cortex (bypassing the optic nerves and eyes, the images appear as floating 2-D screens in the brain). Two-Way 

Electronic Brain Link has become the ultimate communications system for CIA/NSA personnel. Remote Neural Monitoring 

(RNM, remotely monitoring bioelectric information in the human brain) has become the ultimate surveillance system. It is used 

by a limited number of agents in the U.S. Intelligence Community. RNM requires decoding the resonance frequency of each 

specific brain area. That frequency is then modulated in order to impose information in that specific brain area. The frequency to 

which the various brain areas respond varies from 3 Hz to 50 Hz. Only NSA Signals Intelligence modulates signals in this 

frequency band. An example of EMF Brain Stimulation: Brain Area Bioelectric Resonance Frequency Information Induced 

Through Modulation Motor Control Cortex 10 HZ Motor Impulse Co-ordination Auditory Cortex 15 HZ Sound which bypasses 

the ears Visual Cortex 25 HZ Images in the brain, bypassing the eyes Somatosensory Cortex 09 HZ Phantom Touch Sense 

Thought Center 20 HZ Imposed Subconscious Thoughts This modulated information can be put into the brain at varying 

intensities from subliminal to perceptible. Each person's brain has a unique set of bioelectric resonance/entrainment frequencies. 

Sending audio information to a person's brain at the frequency of another person's auditory cortex would result in that audio 

information not being perceived. Additionally, A 1994 congressional hearing reported that nearly half a million Americans were 

subjected to some kind of cold war era tests, often without being informed and without their consent. In addition, experimentation 

law is well grounded in constitutional and international law. It is an under-reported fact that two major reports on human rights 

and torture in the U.S. recently listed illegal radiation experiments. Many more facts are documented below. Therefore, human 

research subject protections should be a high priority and are just as significant as current issues of torture and illegal wiretapping. 

IT IS TIME FOR AMERICA TO WAKE UP. It is time for America to protect its Whistleblowers who are our last line of defense 

against dictatorship and despotism. It is time for America to take responsibility for oversight of its tax dollars and elect leaders 

who will assume such responsibility now. Yes, the war on terrorism is important. It is even more important and fearful if the 

terrorism is from within and unknowingly funded by hard working American citizens. There is no Special Access Program 

beyond the oversight of political leaders elected by the people and for the people. If these political leaders jeopardize national 

security then that shall be handled in a court of law. But to tell America, to tell the American people, to tell the political leaders 

elected by the American people that America does not deserve to know what happening in the NSAAs dark, black rooms, with 

billions of dollars, behind closed doors, when we know that privilege has already been abused; that is the true definition of 

TERRORISM. That is the true definition of Communism and a Police State, no oversight. So fellow Americans, you may hem 

and haw in the face of truth but know that one day you will realize that your country has been USURPED from the very principles 

upon which it was founded. Godspeed, Russ Tice, the Patriots are with you.

APPLICABILITY OF THE AMERICAN RECOVERY & REINVESTMENT ACT OF 2009 ("RECOVERY ACT")

Does your complaint involve reporting fraud, waste, or abuse concerning Recovery Act funds?          Select One

If you answered "Yes" above, then continue answering this section.  If you answered "No", then proceed to the next section.

RECOVERY ACT DETAILS: 

IF NOT APPLICABLE, SKIP THIS SECTION. 1. HOW DO YOU KNOW YOUR COMPLAINT INVOLVES RECOVERY 

ACT FUNDS? 2. LIST THE DEPARTMENT OF DEFENSE (DoD) OFFICE OR ENTITY THAT AWARDED, 

DISTRIBUTED, OR ADMINISTERED THE FUNDS IN QUESTION. 3. LIST THE GRANT, CONTRACT, LOAN, OR 

OTHER NUMBER (INCLUDE A DESCRIPTION). 4. LIST ANY OTHER ENTITIES YOU HAVE NOTIFIED ABOUT THE 

INCIDENT (FEDERAL, STATE, AND LOCAL). 5. WHISTLEBLOWER PROTECTION: HAVE YOU BEEN DISCHARGED, 

DEMOTED, OR OTHERWISE REPRISED AGAINST BECAUSE YOU DISCLOSED THIS ALLEGED MISCONDUCT? IF 

YOUR ANSWER IS "YES" THEN PLEASE VISIT OUR REPRISALS COMPLAINT PAGE AND USE THE APPROPRIATE 

REPRISAL FORM. DO NOT USE THIS FORM, AS WE REQUIRE THAT YOU PROVIDE US WITH DIFFERENT 

INFORMATION, WHICH IS NOT PRESENTED ON THIS FORM.

WHAT DO YOU WANT THE DEFENSE HOTLINE TO DO?

investigate and end the abuse of DoD resources to develop and abuse psychotronic weapons, synthetic telepathy, remote neural 

monitoring, energy weapons, and create new protections to bar these types of weapons systems from being used by the DoD and 

government on American soil. I want to press criminal charges against any War Criminals at the DoD, General Hayden, and 

anyone else who participated in the development of these weapons, the torture, and experimentation that must have took place to 

design and develop these weapons systems. this is worse than what Suddamm Hussien did to his own people with chemical 

weapons.
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PART III - OTHER ACTIONS YOU ARE TAKING

Please indicate in this section if you have filed your complaint with any other office, to include other Inspector General offices, and your Congressperson.  If 
you have contacted other entities, clearly identify the agency, office, or command, and provide your understanding of the current status of your matter.  If you 

have received any responses from those office(s), provide our office with a copy.

I have additionally reported this matter via other channels: Yes X No

I have received responses or results from those offices: Yes X No

IF YOU REPORTED YOUR MATTER TO OTHER CHANNELS, PLEASE IDENTIFY THE AGENCY, COMMAND, CONGRESSPERSON, OR OTHER 
OFFICE(S) AND PROVIDE THE CURRENT STATUS. IF YOU HAVE RECEIVED RESPONSES FROM OTHER OFFICE(S) REGARDING YOUR 
MATTER, BRIEFLY SUMMARIZE WHAT RESULTS WERE COMMUNICATED TO YOU, AND PROVIDE OUR OFFICE WITH COPIES OF THOSE 
CORRESPONDENCES. 

PART IV - CERTIFICATIONS

Please indicate your responses to the certifications below.  If you have any questions about what these certifications mean, do not hesitate to contact the 
Defense Hotline at 1-800-424-9098 or via e-mail at: hotline@dodig.mil. 

X I certify that all of the statements made in this complaint are true, complete, and correct, to the best of my knowledge.  I understand that a false 
statement or concealment of a material fact is a criminal offense (18 U.S.C. § 1001; Inspector General Act of 1978, As Amended, §7).

X I have provided my election concerning my filing status in Part I of this form (Consent to Disclosure, Non-Consent to Disclosure, or 
Anonymous).  If I did not provide my disclosure election, I understand that this will cause a delay in the processing of my complaint.  I further 
understand that if I have elected either confidential or anonymous status, it may impact the ability of the Defense Hotline to either conduct an 
inquiry, if warranted, and/or to appropriately address my issue(s).  I also understand that if I elect anonymity, without providing any contact 
information, I will be unable to request confirmation of receipt of this complaint to the Defense Hotline, or to receive advisements as to open or 
closed status.

X I understand that if the Director, Defense Hotline determines the allegation(s) in my complaint cannot be investigated without disclosing my 
identity on a need-to-know-basis to organizations outside the Defense Hotline, my lack of consent may prevent further action from being taken 
on my complaint.  I further understand that even if I elect confidential status, my identity may be disclosed, if required by applicable legal 
authority, or the Director, Defense Hotline, determines that such disclosure is otherwise unavoidable.

PART V - DOCUMENT UPLOADS & SUBMITTAL

If you have supporting documentation that you wish to provide with this complaint form, please use the 'Upload Document' field below.  Do not send classified 
documents using this unclassified internet system.  We recommend that you scan your documents together into one electronic file, not to exceed 5 MB in file 
memory size.  Please coordinate with our office by calling 1-800-424-9098 if you wish to send a larger file or additional documents.

Upload Document:  mass-fbi-media-support-email-6-21-2013.pdf        

This is a Department of Defense Inspector General (DoDIG) document and may contain information that could identify an Inspector General (IG) source.  The 
identity of an IG source must be protected.  Access to this document is limited to persons with a need-to-know for the purpose of providing a response to the 
DoD IG.  Do not release, reproduce, or disseminate this document (in whole or in part) outside DoD without the prior written approval of the DoD IG or 
designee.  Do not permit subjects, witnesses, or others to receive, review, or make copies of this document.

THIS SITE IS INTENDED FOR REPORTING FRAUD, WASTE, AND ABUSE COMPLAINTS

INVOLVING UNCLASSIFIED INFORMATION
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